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As TeamSecFin, our main priority is to ensure the uninterrupted continuity of our 
business processes while ensuring the confidentiality, integrity and accessibility of our 
information assets. This policy has been created to determine our company's 
commitments and basic principles in the field of information security and business 
continuity. 

 

Information Security Commitments 
 

• Ensure that our information assets are protected against unauthorized access, 
modification, loss or disclosure. 

• Fully comply with legal, regulatory and contractual information security requirements. 
• Identify and reduce information security threats to acceptable levels by adopting a risk-

based approach. 
• Provide regular trainings to increase the information security awareness of our employees. 
• Clearly define and audit our information security standards with suppliers and third parties. 

 
Business Continuity Commitments 
 

• To be prepared for potential risks that may affect the Company's critical processes and to 
manage these risks effectively. 

• To regularly perform and keep up-to-date business impact analysis and risk assessment 
studies. 

• To ensure that business processes are restarted as soon as possible by intervening quickly 
in crisis situations. 

• Creating communication plans for emergency and disaster scenarios and sharing them 
regularly with all stakeholders. 

• To evaluate the effectiveness of the system through drills and tests conducted within the 
scope of the business continuity management system (BCMS). 

 
Joint Commitments 
 

• To continuously monitor, evaluate and improve the Information Security Management 
System (ISMS) and Business Continuity Management System (BCMS) processes. 

• To increase the effectiveness of these systems in line with our corporate objectives and to 
meet stakeholder expectations. 

• To develop corporate awareness by encouraging all employees to act in accordance with 
our information security and business continuity policies. 
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TeamSecFin is committed to continuously improving its Information Security and 
Business Continuity Management Systems, adapting them in line with evolving 
technology and business requirements, thus increasing the level of corporate excellence. 


